
E-SA FETY

This is a brochure to help you stay 
safe online 

Read inside to f ind out how you can stay 
safe online  and prevent bad things  f rom 
happening.

There are lots of  things to be aware of  online 
like:bul lying, stalk ing, social  media 
abuse and hack ers. We shouldn't  have to 
be scared of  these things so this brochure is 
to help you be aware. 

E-SAFETY



Cyberbul lying:

cyberbul lying  can be caused by rude 
comments f rom people you k now  or 
don't k now .  there are lots of  social  
medias that can cause cyberbul lying 
because people can comment or talk  to 
you. there are w ays to avoid th is l ik e  
not lett ing anyone you don't k now  
fol low  you,  b lock  anyone w ho of fends 
or says anyth ing that isn't nice, delete 
any rude comments. 

Stalk ing is w hen someone 
fol low s you w atching 
everyth ing you do. This can 
happen a lot onl ine because 
you may not even k now  i f  
someone is stalk ing you or 
w ho they are. There are w ays 
to prevent being stalk ed 
onl ine.
Ways to prevent stalk ing 
onl ine:
Be careful  w i th w hat 
information you share onl ine 
(personal  id shouldn't ' t  real ly 
be shared). 
Create a di f ferent e mai l  
w hen signing up to social  
media w ebsi tes so you can 
avoid spam.
Don't feel  as i f  you must f i l l  
out al l  f ields w hen signing 
up to something onl ine (l ik e 
bi rthdays etc).
K eep al l  your accounts 
private and check  your 
securi ty sett ings regularly.

 

stalking

posting pictures onl ine:

remember that anyth ing you 
post onl ine can be accessed by 
anyone. th is may cause 
embarrassment w hen you are 
older, or now . before posting 
anyth ing th ink  to yoursel f :

-w ould you be happy for your 
parents to see th is?

-w ould you be happy for your 
teachers to see th is?

-w hy are you posting th is?

-am i  posting out of  anger?

-am i  posting th is to boost my 
sel f  esteem?

Hackers 
Hack ers are very dangerous because 
i f  they hack  into your account they 
can do anyth ing pretending to be 
you. i f  they are cyberbul lying 
someone on your account that person 
w i l l  probably th ink  i t  is you.

hack ers w i l l  get into your account by 
f inding out your passw ord then 
logging in as you. they may even 
change the passw ord once they have 
hack ed into your account so that you 
cant access i t.

There are many trick s to f ind out 
your passw ord and one that you 
should be aw are of  is cal led the 
phishing scam. many people w i l l  
panic i f  they see an emai l  saying, 
?Unauthorized access has been 
detected. Please veri fy or your 
account w i l l  be lock ed.?

The best w ay to avoid a phishing 
scam is to avoid logging into 
accounts through l ink s w i th in 
emai ls, even i f  you k now  w i th ful l  
certainty that the emai l  is legi t imate. 
Instead, go to the of f icial  w ebsi te 
di rectly and log in f rom there to 
conf i rm the emai l  claim. 


